# Table of Contents

List of Figures ix  
List of Tables xii  
Abstract xiii  

1. **Introduction** 1  
   1.1. Motivation 2  
   1.2. Objectives 2  
   1.3. Methodology 3  
   1.4. Major Contribution 5  
   1.5. Thesis Outline 5  

2. **Problems of MANET: An Overview** 7  
   2.1. Introduction 7  
   2.2. MANET Security Threats and Vulnerabilities 9  
   2.3. Security Idea 11  
   2.4. Attacks in MANET 12  
      2.4.1. External Attack 12  
      2.4.2. Internal Attack 12  
         2.4.2.1. Passive Attack 13  
         2.4.2.2. Active Attack 13  
   2.5. MANET Challenges 16  
   2.6. Different Mitigation Techniques for security attacks 17  
   2.7. Routing Protocols in MANET 21  
      2.7.1. Desirable properties of Routing Protocol in MANET 22  
      2.7.2. Classification of Routing Protocol in MANET 23  
         2.7.2.1. Table Driven Routing Protocol 23  
         2.7.2.2. On Demand Routing Protocol 24  
      2.7.3. Description of Ad hoc Routing Protocols 25  
         2.7.3.1. Destination-Sequence Distance-Vector 25  
         2.7.3.2. Dynamic Source Routing 25  
         2.7.3.3. Temporally Ordered Routing Algorithm 26  
         2.7.3.4. Ad Hoc On-Demand Distance Vector 27  
   2.8. Chapter Summary 27  

---

vi
3. Analysis of Routing Protocols Behaviour 29
   3.1. Introduction 29
   3.2. Problem Formation 31
   3.3. Routing Algorithms 31
   3.4. Simulation Environment 32
      3.4.1. Packet Delivery Fraction (PDF) 34
      3.4.2. Throughput 34
      3.4.3. Average End-to-End delay (seconds) 34
      3.4.4. Normalized Routing Load 34
   3.5. Results and Comparative Analysis 34
   3.6. Chapter Summary 39
4. A Solution to Black Hole Attack 40
   4.1. Introduction 40
   4.2. An Overview of AODV Routing Protocol 42
   4.3. Black hole Problem in AODV 44
      4.3.1. Black Hole 44
      4.3.2. Multiple Black Hole Attack 44
   4.4. Solution 46
      4.4.1. Data Routing Information Table 46
      4.4.2. Cross Checking 47
   4.5. Problem with above Algorithm 51
      4.5.1. Do Not Check Intermediate node for Black hole 51
      4.5.2. Efficiency of Algorithm 52
   4.6. Modified Algorithm 52
      4.6.1. Modified AODV – Do Not Check Intermediate node for black hole Implementation Model 52
      4.6.2. 53
   4.7. Simulation Environment 55
      4.7.1. Result & Discussion 56
   4.8. Chapter Summary 64
5. Simulation Study of Flooding Attack in the Mobile Ad-Hoc Networks 66
   5.1. Introduction 66
   5.2. Trust in MANET 67
   5.3. Routing Protocols 67
   5.4. Routing Attack 69
   5.5. Methodology 70
   5.6. Simulation Environment 75
<table>
<thead>
<tr>
<th>Section</th>
<th>Title</th>
<th>Page</th>
</tr>
</thead>
<tbody>
<tr>
<td>5.7.</td>
<td>Result and Discussion</td>
<td>76</td>
</tr>
<tr>
<td>5.8.</td>
<td>Chapter Summary</td>
<td>80</td>
</tr>
<tr>
<td>6.</td>
<td>A Solution to Wormhole Attack</td>
<td>81</td>
</tr>
<tr>
<td>6.1.</td>
<td>Introduction</td>
<td>81</td>
</tr>
<tr>
<td>6.2.</td>
<td>DSR Routing Protocol</td>
<td>83</td>
</tr>
<tr>
<td>6.3.</td>
<td>Wormhole Attack</td>
<td>84</td>
</tr>
<tr>
<td>6.4.</td>
<td>Wormhole Attack with DSR: Proposed Approach</td>
<td>86</td>
</tr>
<tr>
<td>6.4.1.</td>
<td>Modified Algorithm</td>
<td>87</td>
</tr>
<tr>
<td>6.5.</td>
<td>Simulation Environment and Implementation</td>
<td>88</td>
</tr>
<tr>
<td>6.5.1.</td>
<td>Network Simulator (NS2)</td>
<td>88</td>
</tr>
<tr>
<td>6.5.2.</td>
<td>Modelling in NS2</td>
<td>89</td>
</tr>
<tr>
<td>6.5.3.</td>
<td>Simulating a NS2 Network</td>
<td>91</td>
</tr>
<tr>
<td>6.5.4.</td>
<td>iNSpect Overview</td>
<td>91</td>
</tr>
<tr>
<td>6.5.5.</td>
<td>Simulation Results and Discussion</td>
<td>95</td>
</tr>
<tr>
<td>6.5.6.</td>
<td>Performance Analysis</td>
<td>99</td>
</tr>
<tr>
<td>6.6.</td>
<td>Chapter Summary</td>
<td>105</td>
</tr>
<tr>
<td>7.</td>
<td>Comparative Analysis of Routing Attacks in Ad Hoc Network</td>
<td>106</td>
</tr>
<tr>
<td>7.1.</td>
<td>Introduction</td>
<td>106</td>
</tr>
<tr>
<td>7.2.</td>
<td>Different types of attacks and their counter measures</td>
<td>107</td>
</tr>
<tr>
<td>7.3.</td>
<td>Designing of Attacks</td>
<td>110</td>
</tr>
<tr>
<td>7.4.</td>
<td>Attack Analysis on DSR</td>
<td>113</td>
</tr>
<tr>
<td>7.5.</td>
<td>Simulation Environment of the Attack Analysis</td>
<td>115</td>
</tr>
<tr>
<td>7.6.</td>
<td>Chapter Summary</td>
<td>122</td>
</tr>
<tr>
<td>8.</td>
<td>Conclusions</td>
<td>123</td>
</tr>
<tr>
<td>8.1.</td>
<td>Summary of Works</td>
<td>123</td>
</tr>
<tr>
<td>8.2.</td>
<td>Summary of Contributions</td>
<td>125</td>
</tr>
<tr>
<td>8.3.</td>
<td>Future Research</td>
<td>126</td>
</tr>
</tbody>
</table>

References | 127 |

Appendix A: Definition of Terms | 138 |
Appendix B: Implementation of AODV and DSR in NS-2 | 142 |
Appendix C: List of Publications, Seminar and Workshop Attended | 147 |